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Key Research Qs 
What methods [e.g., ethnomethodology] are 
appropriate to use for studying Cyber Security 
Incidence Response? 

What is the best way to visualise the holistic system 
view of Incident Response? 

What are the challenges/ problems within Incident 
Response and how have they been framed?

What ideation techniques are successful for 
engaging multiple disciplines in an innovation 
sprint for Incident Response?   

What could the requirements of an Incident 
Response system be? 

I’m looking for internships in Incident Response Teams
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...and using creative methodologies 
                                     to speculate its futures.
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Components considered for a holistic view of IR
(Inspiration taken from Cork et al. [1]) 

A fresh approach is needed to defend against the 
increasingly sophisticated and creative cyber attacks 
emerging [2]. In order to design and engineer effective 
solutions, there is a need for a broader contextual 
awareness of IR [3] that considers the sociotechnical 
factors holistically [4]. This is key to understanding 
unbiased approaches to improving IR [3] and is an area 
lacking research [5]. Visualising problems in complex 
sociotechnical systems is challenging because of the 
limit of human cognitive abilities [6]. Therefore, there is 
an opportunity to pair a systems engineering approach 
to develop tools to understand the complex system of IR, 
with design and creative methodologies to provide 
innovative solutions and ways to reimagine the futures of 
IR. 
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